
We’re here to help with all your IT needs

 Managed services

 Help desk

 Remote Desktop Services

 Network and server monitoring

 Cloud computing

 Multi-factor authentication

 Office 365 protection

 Cyber security services

info@nettecnsi.com

843.881.4651



Cyber Security Quick Tips

 Follow principle of least privilege: 
limit user accounts and whitelist 
applications

 Turn on and check automatic
updates

 Lock down accounts with multi-
factor authentication (MFA)

 Verify all senders and links without 
clicking

 Avoid free public Wi-Fi

 Use password managers (Chrome)

 Back up everything

 Secure/wipe drives before disposal

 Change default passwords on all 
devices

 Use advanced endpoint protection 
in addition to anti-virus and       
anti-malware

 Call NetTec for all your IT needs!

https://support.apple.com/kb/PH25796?locale=en_US
https://support.apple.com/guide/mac-help/get-macos-updates-mchlpx1065/mac
https://www.google.com/search?q=how+to+identify+phishing+emails&rlz=1C1CHBF_enUS795US795&source=lnms&tbm=isch&sa=X&ved=0ahUKEwiNtcGUl6jgAhULMd8KHYOrD5gQ_AUIDigB&biw=1904&bih=960#imgrc=U1_rC83_H2RrzM:
https://www.csoonline.com/article/3246984/wi-fi/why-you-should-never-ever-connect-to-public-wifi.html

